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BENEFITS

Make Changes in One System
Manage user identities and physical

access credentials together Access Rights,
Automate Manual Updates Always Up To Date

Eliminate updating Access Control
system to match employee record

Link Brivo Access with your IAM
platform, so you can ensure your

Synchronized Access Rights
Automatically update Brivo Access with

IAM changes users' physical access rights are

Security Credentials Simplified in sync and up to date with

Identify authorized users, and de- corporate IT directory records.
provision user’s facility access rights




e Provision users in one place by linking

HOW IT WORKS Okta, Azure Active Directory or Google
Workspace to Brivo Access

Identity Connector enables Brivo
Access to become part of identity

e Assign and modify user access right to

groups
and access management (IAM)
platforms deployed by IT. e See user permissions automatically
Identity Connector syncs with update in Brivo Access for group and user
IAM directories, updating e Synchronize and match custom fields
physical security rights as master created in identity directories (Okta, Azure
identity user records are AD) to Brivo Access

updated.
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